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The scope of the Information Security Management System covers 
providing and operating OVH's Private cloud computing infrastructure. 
This includes all the following processes: host and datastore
management, maintenance, customer virtual machine environment, core 
business scripts, availability indicators, sales offers and virtual machine 
backup. The datacenters located in Paris (P19), Roubaix (RBX2 and RBX7), 
Strasbourg (SBG 1 and SBG2), and Beauharnois (BHS1, BHS2,BHS5  and 
BHS6) and all departments, company processes and employees which 
perform sensitive actions for the Private Cloud are also include within the 
scope. The ISMS follows all recommendations from international 
recognized standards as ISO 27001 and ISO 27017.

� Paris (P19)
� Roubaix (RBX2, RBX7)
� Strasbourg (SBG1, SBG2)
� Beauharnois (BHS1, BHS2, BHS5, BHS6)
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The scope of the Information Security Management System covers 
providing and operating OVH's Private cloud computing infrastructure. 
This includes all the following processes: host and datastore
management, maintenance, customer virtual machine environment, core 
business scripts, availability indicators, sales offers and virtual machine 
backup. The datacenters located in Paris (P19), Roubaix (RBX2 and RBX7), 
Strasbourg (SBG 1 and SBG2), and Beauharnois (BHS1, BHS2,BHS5  and 
BHS6) and all departments, company processes and employees which 
perform sensitive actions for the Private Cloud are also include within the 
scope. The ISMS follows all recommendations from international 
recognized standards as ISO 27001 and ISO 27017.
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